Are you ready to step into
your future?

Seylan Bank is one of the most progressive and innovative banks in the
country with a commitment to serve people from the heart. This is your
g opportunity to join a dynamic team with the promise of a great career.

Manager Network and Security

Job Responsibilities

Ensure all Network Hardware and related software is ready for daily operations in the Production, Connected Sites, General Office
and DR Site for all Systems.

« Strategically manage the service providers and internal and bank network infrastructure
Design and develop current Bank network architecture and lead the initiative for the same.

Conduct capacity planning. Develop procedures to measure the capacity for network platforms relative to current and future
activities,

«  Maintain system security for Production, Connected Sites, General Office and DR site.

Manage all network and related technical equipment to specified standards and ensure that they meet the agreed/required
service levels.

- Engage in Organization network, security related designing, evaluations, implementations, upgrades, testing and troubleshooting
activities as and when required to ensure the seamless functionality of all network systems.

Manage all network and security related products (e.g. NAC, SIEM, FIM, Vulnerability Management tools, Firewall Management and
analyzing tools, etc.)

Support Metwork team to monitor and maintain proper functionality of the network and its security to support the 24 x 7 x 365
Organization operations.

« Develop and share industry standard networking and security best practices.

The Person

Minimum 8 years of experience in Banking /IT of which 5 years in Network & Security.
Certification in CCNA/CCNP and CCNA.

« Knowledge in Networking Concepts, Troubleshooting, Vulnerability Tools, End Point Antivirus solutions and Cryptography for
administration.

Hands on experience on Wireless Technology, Wireless deployment, Security Product Access Controller and Network Designing.

«  Minimum 3 years working experience in Firewall Management, Analyzing and Auditing Tools with 1 year experience in LOGGER
and SIEM solutions.

Minimum 1 year experience in File Integrity Management (FIM) solution and network device configuration management tool.

Strong communication, interpersonal skills and organizational skills including attention to detail and multitasking.

Applicants are invited to log on to www.seylan.lk and upload the updated CV along with a

recently taken photograph or email the CV to careers@seylan.lk within 7 days of this advertisement a SEYLAN
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